**Thesis for Master’s Degree**

**Representational Power of Graph Neural Networks: A Novel Study of Graph Neural Networks on Time-Series**

그래프 신경망의 표현력: 시계열에 대한 그래프 신경망에 대한 새로운 연구

**Hacı İsmail Aslan**

Computer Engineering Major

Department of IT Convergence Engineering

**Graduate School**

**Gachon University**

**Thesis for M.S. Degree**

**Supervised by Professor Chang Choi**

**Representational Power of Graph Neural Networks: A Novel Study of Graph Neural Networks on Time-Series**

그래프 신경망의 표현력: 시계열에 대한 그래프 신경망에 대한 새로운 연구

Submitted in Fulfillment of the Requirements for the Degree of IT Convergence Engineering

May, 2023

**Hacı İsmail Aslan**

Computer Engineering Major

Department of IT Convergence Engineering

**Graduate School**

**Gachon University**

**This certifies that the master’s thesis of Hacı İsmail Aslan is approved**

**May, 2023**

Committee Chairman (seal)

Committee Member (seal)

Committee Member (seal)

Committee Member (seal)

Committee Member (seal)

**Abstract**

 The field of graph-based data analysis has recently gained attention due to the increasing popularity of non-tabular data formats. Examples of such data include social networks, data flow maps, citation influence graphs, and protein bindings. As the number of applications representing graph data increases, the representational power of these applications comes into question. Therefore, this thesis first evaluates the representational power of some of the main graph machine learning models. Second, it applies a novel method that utilizes Graph Neural Networks (GNN) for biometric authentication tasks, enabling GNNs to generalize time-series data.

The labeling of discrete communities in social networks is critical for analyzing graph networks, and several artificial intelligence approaches have been evaluated for partitioning vertices based on topological features. In this context, the "harmonic functions" method was found to be the most effective for classifying constituents of graph-shaped datasets, when it comes to supervised learning. Furthermore, this research in the first chapter, sheds light on the limitations of graph neural networks in comparison to non-neural network approaches, which are faster and computationally cost-effective. In the second chapter, this thesis mentions electrocardiogram (ECG) signals that have been widely used as a biometric authentication method in the field of cybersecurity. A novel method, the VisGIN model, which utilizes Graph Isomorphism Network Convolution (GINConv) for the convolutional layers and visibility graphs as input, has been proposed for ECG authentication. The second chapter shows that the VisGIN approach achieves high classification accuracy in grant-access decisions, making graph machine learning models applicable for time-series binary classification tasks, particularly in ECG authentication.
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# INTRODUCTION

## 1.1 Background

Social networks are becoming increasingly prevalent in the modern era, and the exchange of information in these networks can take various forms such as physical contact, messaging, collaboration, and emotional closeness. These networks can be represented as knowledge maps, which take the form of a graph structure [1]. Analyzing data in graph format is essential for gaining insights into social networks.

Data is typically represented in a tabular or non-Euclidean format to facilitate structured analysis [2]. In tabular format, data is organized as rows and columns, and there is no inherent relationship between samples. However, in real-world scenarios, samples are often interdependent and have connections to other samples across multiple topics. Graph networks are useful in such scenarios, as they can capture the relationships between samples and represent them with links. Later sections will delve into the mathematical foundations of graph networks.

Being graph specific, the research of GNNs on time-series is still a hot topic [3, 4]. The approach to the time series classification from the perspective of graph domain influenced this thesis. Thus, this thesis, first investigates the limits of graph machine learning models on its natural domain such as social networks, and then proposes a new scheme for biometric authentication using ECG signals and graph isomorphism networks.

## 1.2 Research Motivation

## 1.3 Problem Statements

## 1.4 Main Contributions

## 1.5 Composition of the Thesis

# BACKGROUND

## 2.1 Graph Neural Networks

Graph neural networks, or GNNs, have become a popular approach for processing graph-structured data, due to their ability to capture both the structural and attribute information of the nodes in the graph. GNNs typically consist of multiple layers, where each layer performs a message-passing operation on the graph to update the node representations based on their local neighborhood structure.

A Graph Neural Network [5] is a neural network that can handle non-Euclidean data, making it a novel method for grid-wise graph inputs that show intercorrelations between samples and evaluate various tasks. GNNs are becoming increasingly popular and have been applied in various fields, such as molecular biology [6], network sociology [7], knowledge graphs [8], road traffic [9], natural language processing [10], and computer vision [11]. Recent developments in different versions of GNNs, including GCN, GraphSAGE [12], APPNP [13], SGC [14], GAT [15], and DGI [16], have led to the growth and dissemination of this area of neural networks. Among these variations, GCN and GAT are exemplary since one leads the convolutional approaches, while the other leads the attention-based mechanisms. In addition to variations of GNNs, other learning methods such as random walks, spectral graph theory applications, nearest neighbor approach, and harmonic functions [17] are notable. The latter is explained in the following sections of this thesis in depth.

The key feature of GNNs is their use of graph convolutional layers, which operate on the adjacency matrix and node feature matrix to aggregate information from neighboring nodes and update node representations. These layers use a learnable kernel to weight the contributions of neighboring nodes, allowing for the propagation of information across the graph.

Another important aspect of GNNs is the use of graph pooling layers, which are used to down-sample the graph and reduce its complexity. Graph pooling is typically performed by selecting a subset of nodes and aggregating their features into a single node, which can then be used as a summary representation of the original subgraph.

At the end of the GNN, a graph-level representation is obtained, which is used for the final classification task. This output is typically passed through a fully connected layer followed by a softmax function to obtain a probability distribution over the possible classes. The use of graph-level representations allows GNNs to handle graphs of varying sizes and structures, making them useful for a wide range of applications, including social networks, biological networks, and knowledge graphs.

In recent years, GNNs have shown impressive performance on a variety of tasks, including node classification, link prediction, and graph classification. However, there are still many open research questions, including the scalability of GNNs to large graphs, the robustness of GNNs to noisy data, and the interpretability of GNNs, among others. Overall, GNNs represent a promising avenue for processing graph-structured data and are likely to play an increasingly important role in the field of machine learning in the years to come.

In the literature, there are various types of GNN layers. Hence, a short summary of the intuition behind this research field is given in sections 2.1.1 and 2.1.2.

### 2.1.1 Spatial Approaches

In a study by Duvenaud et al. in 2015 [18], they proposed a novel spatial methodology where they began by setting up the feature vector $f^{t}\left(v\right)$ for every node in the graph. The researchers subsequently computed feature embeddings for each node 𝑣 in every iteration using Equation 1, and $N$ denoted the set of neighboring nodes. Following this, a linear layer was employed before applying the activation function of softmax, as presented in Equation 2.

$$f^{t}\left(v\right)=f^{t-1}\left(v\right) +\sum\_{w\in N\left(v\right)}^{}f^{t-1}\left(w\right) (1)$$

$$f^{t}\left(v\right)=softmax\left(f^{t}\left(v\right)⋅H^{t}\right) \left(2\right)$$

In another study, Simonovsky and Komodakis introduced a GNN layer called "Edge-Conditioned Convolution" that utilized mean-field inference [19]. In their research, they derived the feature vector $f^{t}\left(v\right)$ for node $v$ at layer $t$ using Equation 3, where $W$ represents the parameter matrix and $l\left(w,v\right)$ is the label of the edge shared between nodes $w$ and $v$.

$$f^{t}\left(v\right)=1/\left|N\left(v\right)\right|\sum\_{w\in N\left(v\right)}^{}F^{l}\left(l\left(w,v\right),W\left(l\right)\right)⋅f^{t-1}\left(w\right)+b^{l} \left(3\right)$$

Similarly, Gilmer and colleagues conducted an investigation where they devised a message-passing structure, drawing on several of the GNN models discussed up to this point [20]. Their approach calculates the feature representation as shown in Equation 4. It is worth noting that $f\_{aggr}^{W\_{2}}$ sums the set of neighboring features, while $f\_{merge}^{W\_{1}}$ combines the node's embedding from the previous stage with the neighborhood embeddings in the final step.

$$f\_{merge}^{W\_{1}}\left(f^{t-1}\left(v\right),f\_{aggr}^{W\_{2}}\left( w\in N\left(v\right)\}\}\right)\right) \left(4\right)$$

Section 4 provides an explanation that Xu and colleagues have raised doubts about the expressive power of GNN architectures [21]. They have demonstrated that the Weisfellar-Lehman algorithm limits its expressiveness. Essentially, they have established that no GNN model can differentiate between two non-isomorphic graphs. As a solution, they have introduced the Graph Isomorphism Network (GIN). In GIN, the calculation of the feature representation of node $v$ at layer $t$ is presented in Equation 5.

$$f^{t}\left(v\right)=MLP\left(\left(1+ϵ\right)⋅f^{t-1}\left(v\right)+\sum\_{w\in N\left(v\right)}^{}f^{t-1}\left(w\right)\right) \left(5\right)$$

The latter model has a huge impact on this thesis in terms of defining the VisGIN architecture that will be defined later.

### 2.1.2 Spectral Approaches

In spectral methodologies, when dealing with an undirected graph having $n$ nodes and an adjacency matrix $A$, the Laplacian matrix is obtained using Equation 6, and it is subjected to a convolution operation. It is noteworthy to mention that the diagonal matrix $D$ represents the degrees of the nodes. The factorization of $L$ is accomplished using Equation 7, where $U$ is the matrix containing eigenvectors and $Λ$ is the diagonal matrix.

$L=I-D^{-1/2}AD^{-1/2} \left(6\right)$

$$L=U Λ U^{⊤} \left(7\right)$$

Based on Equation 8, when $x$ is a graph, spectral methods are utilized to extend convolution to graphs. The convolution filter learned is labeled as $g$. The computation is clarified in Equation 9 and abbreviated in Equation 10 through the consideration of $g\_{θ}=diag\left(U^{⊤g}\right)$.

$F\left(x\right)=U^{⊤}x and F^{-1}\left(\hat{x}\right)=Ux \left(8\right)$

$$x\*g=U\left(U^{⊤}X⊙U^{⊤}g\right)=U⋅diag\left(U^{⊤}g\right)⋅U^{⊤}X \left(9\right)$$

$x\*g\_{θ}=Ug\_{θ}U^{⊤}X \left(10\right)$

In the context, $g\_{θ}$ plays a pivotal role as the majority of spectral techniques fail to converge when incorporating the trained convolutional filter. Specifically, Bruna et al. (2013) proposed Spectral Convolutional Neural Networks, which adopt $g\_{θ}$ as a collection of adjustable parameters denoted as $Θ\_{i,j}^{t}$ [22]. As described in Equation 11, they present the formulation of the spectral Graph Neural Network layer they developed.

$$H\_{j}^{t}=σ\left(\sum\_{i=1}^{t}UΘ\_{i,j}^{t}U^{⊤}H\_{i}^{t-1}\right) \left(11\right)$$

##  Harmonic Functions

In mathematics, a harmonic function is a function that satisfies Laplace's equation, which describes the behavior of various physical phenomena such as heat conduction, fluid flow, and electrostatics. Essentially, a harmonic function is one that has no sources or sinks and is "smooth" or "uniform" across the domain it is defined on. In graph theory, harmonic functions are defined in terms of the Laplacian matrix, which is a matrix representation of the graph's connectivity structure. The Laplacian matrix is used to define a discrete Laplacian operator, which can be used to solve various problems on graphs, including classification tasks.

Harmonic functions are particularly useful for classification tasks in graph-based data analysis because they capture the underlying structure of the graph and can be used to infer information about the graph's vertices and edges. They have been used in a variety of applications, including image segmentation, social network analysis, and recommendation systems.

Zhe et al. propose a semi-supervised learning approach that employs Gaussian fields and harmonic functions, suitable for networks with a known topology [23]. The NetworkX library's API [24] is used to implement this classification technique on datasets in section 3. Harmonic functions are explained in Equation 12, where a function $h : V\rightarrow R$ is deemed harmonic if the graph $G=\left(V,E\right)$ is also harmonic. The degree of the vertex is denoted as $d\_{i}$. To gain a better understanding of the harmonic functions' classification, one can refer to He et al.'s work, which provides ample information on the subject [25].

$$h\left(V\_{i}\right)=\frac{1}{d\_{i}}\sum\_{\left(V\_{i},V\_{j}\right)\in V}^{}h\left(V\_{j}\right) (12)$$

Overall, harmonic functions are a powerful tool for analyzing graphs and are an important technique in the field of machine learning and data science.

##  Visibility Graphs

A visibility graph is a topologic representation of discrete entities, where each entity is represented as a node, and an edge is established between two nodes if and only if the corresponding entities are mutually observable. The notion of visibility varies depending on the system or network being investigated. For instance, in the realm of image processing, visibility can be defined as the presence of an unobstructed path between two pixels. In this case, the visibility graph can be used to analyze the image's topological properties, such as the number of connected components, degree distribution, and clustering coefficient. In computer vision, visibility can be defined as the existence of a direct line of sight between two points in 3D space. In this instance, the visibility graph can be used to examine the scene's geometric characteristics, such as the angle distribution, point depth, and surface curvature. Visibility graphs have been shown to be beneficial in various fields of study, not only for the analysis of images, computer vision, and physics, but also for other areas such as time series analysis, signal processing, and even social networks. In this study, visibility graphs were employed as a transformation method for converting time series to graphs.

An edge is created between nodes $N\_{i}$ and $N\_{j}$ only when the following conditions are met. The maximum slope, $slope\_{max}$ , is the slope of the line connecting the target node to its adjacent node on the right, $X$ represents the amplitude, and $t$ represents the signal's time step. Initially, the $slope\_{max}$ for adjacent nodes is set to $-\infty $ since these nodes must have an edge between them.

$$E\_{ij}\in E,∃!E\_{ij}⟺\frac{X\left[i\right]-X\left[j\right]}{t\left[i\right]-t\left[j\right]}>slope\_{max} (13)$$

To construct edges in visibility graphs, Equation 13 is employed iteratively for the target node $N\_{i}$ and all nodes to the right of the target node $N\_{j}$ starting from the nearest neighbor to the farthest. In each iteration, $slope\_{max}$ is updated to be the slope between the target node and the neighboring node.

##  Time-Series Data and Electrocardiogram (ECG)

Time-series data refers to data that is recorded and arranged in a chronological order. It is utilized in various fields, such as healthcare, finance, and economics. Electrocardiogram (ECG) is an example of time-series data that measures the heart's electrical activity over time.

In the medical field, ECG data is commonly used for the diagnosis and monitoring of various cardiac conditions. It provides vital information about the heart's function and helps medical practitioners make informed decisions about patient care.

ECG data is collected through an ECG machine that uses electrodes attached to the skin to detect the heart's electrical activity. The data obtained is a series of waveforms that illustrate the heart's electrical activity over time.

The analysis of ECG data requires specialized knowledge, training, and software tools. It can be used to identify abnormal heart activity and monitor changes in the heart's function over time.

Overall, ECG data is a valuable resource for healthcare providers as it provides insights into the heart's function and helps guide patient care.



Figure 1. A sample of ECG signal for 10 seconds, its filtered form, and applying baseline correction, respectively.

# 3. EXPLORING GNNs ON EXTRACTING NODE EMBEDDINGS

##  Graph Data

To evaluate the throughput of research, it is crucial to carefully select appropriate data sets for processing with specific algorithms. As a result, researchers initially tested entire algorithms using a dataset known as "Zachary's Karate Club Dataset," which was created by Zachary et al. in 1977 [26]. The dataset is referred to as the "Karate Dataset" in this article and is selected based on its simplicity. It comprises 34 members of a local karate club, represented by vertices, and their social interactions, represented by edges. The club was later divided into two subgroups due to an internal dispute among officials, and the objective is to predict each student's final decision on which course to take. Figure 1 depicts the class instructors, represented by nodes 0 and 33.



Figure 2. Zachary's karate club dataset.

A testbench dataset was obtained from a large European research institution and utilized in this study. The "Email-Eu-Core network" was chosen from the SNAP network repository [27] and analyzed by Bharali et al. [28]. The authors found that the network is a Small-World network that follows a power law regime and has an assortative mixing pattern on the degree of nodes. Furthermore, the network was found to be resistant to random failures but susceptible to targeted attacks. The average degree of the network, which is the number of edges compared to the number of nodes, was relatively high compared to other datasets analyzed in this study. The internal mailing network represented in the graph network, referred to as the "Email Dataset," had some differences that made it a suitable candidate for node classification. Despite its challenging structure, this dataset was selected as one of the benchmark datasets for this study.

Two datasets, the "Cora" and "Pubmed" datasets, are noteworthy and were utilized in the research presented. Both datasets comprise scientific articles and their corresponding citation linkages. In both citation networks, nodes represent papers, while edges represent citations. The Spektral library [29] was used to obtain these datasets in the form of adjacency matrices. The citation networks are commonly utilized in graph theory to generalize classification results, which are discussed in the subsequent "Results" section. However, the Pubmed dataset presented a challenge due to its high average clustering coefficient. This coefficient refers to the likelihood of drawing a triangle with a node and its two distinct neighbors and can be interpreted as the fraction of closed triplets in the network graph.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Karate | Email | Cora | Pubmed |
| No. Nodes | 34 | 1.005 | 2.708 | 19.717 |
| No. Edges | 78 | 25.571 | 5.429 | 44.338 |
| No. Clusters | 2 | 42 | 7 | 3 |
| No. Training Nodes | 2 | 804 | 2.166 | 5.000 |
| Average Clustering Coefficient | 0.57 | 0.4 | 0.24 | 0.06 |
| Average Degree | 4.59 | 25.44 | 3.9 | 4.5 |

Table 1. Summary of datasets used for node classification.

## 3.2 Comparison of GNNs and Harmonic Functions

To achieve the objectives of this research, two types of neural networks were utilized on the datasets and discussed in the subsequent subsections. Although there are numerous models that can be employed for classification tasks, this study focused on comparing harmonic functions with GCN and GAT. The aim was to establish a higher accuracy limit compared to the lower limit set by harmonic functions, thereby providing future neural network models with a benchmark for classification tasks.

### 3.2.1 Graph Convolutional Networks (GCN)

Graph Convolutional Networks (GCNs), introduced by Kipf et al. (2017) [30], represent an improvement over neural networks operating on graphs that were previously introduced by Gori et al. (2005) [31]. To facilitate comprehension, it is useful to present the mathematical foundations of GCNs. GCNs operate on an adjacency matrix A in the shape of $N × N$ and a feature matrix $H$ in the shape of $N × F$, where each vertex has a 2-D feature vector in the shape of $1 × F$. The fundamental propagation rule for a GCN is expressed by Equation 14.

$H^{'}=σ\left(AHW\right) \left(14\right)$

It should be noted that the weight matrix $W$ has dimensions $F×F^{'}$, $H^{'}$ denotes the newly generated node features, and $σ\left(⋅\right)$ denotes the non-linearity function. To simplify the sum of transformed features of all connected nodes for node $i$, Equation 15 was formulated to describe the correlation between node $i$'s features $h\_{i}$ and the features of the nodes $h\_{j}$ connected to node $i$. Please note that $V\left(i\right)$ represents the set of neighboring nodes of node $i$.

$$h\_{i}=σ\left(\sum\_{j\in V\left(i\right)}^{}W^{T}h\_{j}\right) \left(15\right)$$

Contrary to the earlier statement, the previous propagation rule based on the sum-pooling method is not always effective. This is due to the fact that the propagation rule presented in Equation 15 merely sums the feature vectors, which may cause the feature vectors to increase in scale with repeated applications. To address this issue, another update rule described by Equation 16 normalizes the adjacency matrix by multiplying it with the inverse of the diagonal degree matrix D. As a result, the newly updated node feature vector is represented by Equation 17.

$$H^{'}=σ\left(D^{-1}AHW\right) (16)$$

$$h\_{i}^{'}=σ\left(\sum\_{j\in V\left(i\right)}^{}\frac{1}{\left|V\left(i\right)\right|}W^{T}h\_{j}\right) \left(17\right)$$

The previous section outlined the propagation rules used in GCNs. Another important rule, known as symmetric normalization, can be derived from these equations and is shown in Equation 18. This rule involves multiplying the adjacency matrix by the square root of the inverse of the diagonal degree matrix, leading to a change in the node features as shown in Equation 19.

$$H^{'}=σ\left(D^{-1/2}AD^{-1/2}HW\right) (18)$$

$$h\_{i}^{'}=σ\left(\sum\_{j\in V\left(i\right)}^{}\frac{1}{\sqrt{\left|V\left(i\right)\right| \left|V\left(j\right)\right|}}W^{T}h\_{j}\right) (19)$$

In this section, GCN was implemented based on the theoretical foundations discussed in this section. However, the focus of this study was on working with the topological relationships of graph-structured data without considering any information related to nodes. Therefore, the features for each node were initially set to zero. Compared results are present in section 5 of this thesis.

### 3.2.2 Graph Attention Networks (GAT)

In their 2018 paper, Veličković et al. introduced Graph Attention Networks (GATs) as a novel approach that builds on the background of GCNs but incorporates specific "attention" mechanisms. While the mathematical foundations of GAT can be found in the original paper [15], it is important to highlight the unique extensions of GAT in the context of this study.

Unlike GCN, the coefficients in GAT are not fixed, as the coefficients are now dependent on the current input. This approach motivates the use of attention mechanisms in graph neural networks. With non-constant coefficients, the attention coefficient $α\_{ij}$ for the receiver node $i$ and sender node $j$ is computed as shown in Equation 20.

$$α\_{ij}=\frac{ exp(LeakyReLU(a[W^{T}h\_{i}|| W^{T}h\_{j}]))}{\sum\_{k\in V\left(i\right)}^{n}exp(LeakyReLU(a[W^{T}h\_{i}|| W^{T}h\_{k}]))} (20)$$

To apply GAT in practice, a one-layered MLP denoted by $a$ is applied on concatenated messages $W^{T}h\_{i}$ and $W^{T}h\_{i}$ using the LeakyReLU activation function. Furthermore, GAT uses multi-head attention, meaning each layer has a fixed number of independent duplicates. The outputs from each duplicated layer are concatenated to produce the final feature vector. Equation 21 is used to normalize the attention coefficients and determine the corresponding features, which are then assigned as the final output features for each node.

$$h^{'}\_{i}=σ\left(\sum\_{j\in V\left(i\right)}^{n}α\_{ij}W^{T}h\_{j}\right) \left(21\right)$$

# 4. GNN FOR ECG BIOMETRIC AUTHENTICATION

## 4.1 Biometric Authentication with Machine Learning

Security has become a significant concern as private information has become the center of the world. The development of various security schemes has led to potential solutions for ensuring the deployment of trustworthy applications. While there are several objectives for securing systems, including token authentication, password authentication, certificate-based authentication, and biometric authentication, the latter is widely considered the most reliable. Biometric authentication, or biometric identification, is a prevalent technique for user recognition compared to ownership-based and knowledge-based user recognition methods. However, both of these methods involve administrative costs and are vulnerable to forgery and identity theft.

Different biometric authentication methods are used for identifying individuals, such as unique physical or behavioral characteristics like face images [32], fingerprints [33], smartphone usage characteristics [34], or eye scans [35]. These methods are considered as reliable techniques for user identification and different studies have shown significant advancements in their accuracy, for instance, Knoche et al. [36] achieved state-of-the-art face recognition by employing a unique loss function and transformers and residual neural networks. These advancements have also influenced cryptography, as demonstrated by Kumar et al. [37] who proposed a real-life authentication scheme to improve the accuracy of multiserver authentication applications. Furthermore, recent studies have introduced lightweight authentication protocols, such as Minahil et al.'s [38] three-factor biometric authentication protocol for e-health that achieved higher efficiency and lower computation cost. Finally, the recent progress in biometric recognition for Internet of Things (IoT) applications was discussed by Zhang et al. [39], providing readers with a comprehensive overview of the topic.

### 4.1.1 Where Biometric Authentication Fails

Despite the widespread use of biometric authentication, the issue of vulnerability persists due to counterfeiting and fraud. Researchers such as Singh et al. [40] have highlighted the security and privacy concerns of biometric identification systems. Kumar et al.'s study was discussed regarding its resilience against adversarial attacks, while Inam ul Haq et al. [41] proposed a novel scheme to mitigate key compromise impersonation vulnerabilities. Uludag et al. [42] and Zhang et al. [43] examined spoof and attack cases in fingerprint and face recognition schemes respectively. These studies shed light on the challenges of achieving low false match rates in biometric authentication, as high false match results remain a significant drawback. Figure 1 illustrates the occurrence of false match and false non-match terms, impacting security and convenience. The trade-off between security and convenience is evident in Figure 2, represented by the receiver operating characteristic curve correlating false non-match rate and false match rate.



Figure 3. The false match and false non-match rates indicate the correlation between matching scores and class probabilities of impostor and genuine distributions.



Figure 4. The false match rate (FMR) and false non-match rate (FNMR) trade-off represents the balance between security and convenience.

### 4.1.2 ECG Excels in Biometric Authentication

 In this thesis, we delved into the realm of biometric identification practices with a specific focus on the utilization of electrocardiogram (ECG) signals. ECG, which measures the electrical activity of the heart, has emerged as a distinctive and promising input domain for biometric authentication.

 One of the pioneering studies in the field was conducted by Biel et al. [44], who proposed an identification method using 12-lead ECG data. Their research demonstrated significant potential for ECG-based identification. However, it is important to note that the study had a limited number of samples, which limits the generalizability of their concept. Nevertheless, their findings laid the foundation for further exploration of ECG biometric recognition.

Building upon Biel et al.'s work, Odinaka et al. [45] conducted extensive research on ECG biometric recognition schemes. They investigated the effectiveness of earlier studies, particularly when the ECG data was obtained during the same session and captured subjects' rest or motion state. This line of research confirmed the viability of using ECG signals for biometric identification purposes, showcasing the potential of ECG as a reliable and unique biometric modality.

To provide a comprehensive analysis of ECG-based biometric authentication, Ingale et al. [46] published a detailed and comparative study on the subject. Their work not only synthesized the theoretical background of ECG biometrics but also shed light on recent advancements in the field. Their findings served as an important reference point for our own research, inspiring us to further explore the possibilities and challenges of ECG-based biometric identification.

 In conclusion, the early studies by Biel et al. and subsequent research by Odinaka et al. and Ingale et al. have collectively contributed to the growing body of knowledge on ECG biometric authentication. These studies have highlighted the potential of ECG as a unique and reliable biometric modality, opening up new avenues for secure and convenient identification. By building upon these foundational works, we aim to further advance the field of ECG-based biometric identification and explore its practical applications in various domains.

### 4.1.3 Related Work

 The utilization of ECG as a biometric modality has been explored since the early 2000s, demonstrating its potential in reliable identification.

 The pioneering work by Biel et al. showcased impressive results in authentication using 12-lead ECG, highlighting the possibility of individual identification based on features extracted from a single lead. Inspired by this breakthrough, Shen et al. [47] conducted identity verification research using data streams from a single lead ECG device, incorporating a template-matching approach in the preprocessing stage. Their findings significantly influenced subsequent studies in the field.

 Moving forward, Chan et al. [48] adopted a different approach by utilizing raw features of the ECG signals for biometric authentication. Their focus on extracting and analyzing the inherent characteristics of the ECG waveform contributed to the development of alternative methods.

In a distinct approach, Plataniotis et al. [49] introduced non-fiducial features in their study, incorporating additional attributes beyond traditional fiducial points. This novel perspective enhanced the richness of information used for ECG-based authentication.

With the emergence of data-centric strategies, researchers have turned their attention to data transformations to enhance the distinguishability of inputs. Among these methods, one of the earliest and influential techniques is piecewise linear regression (PLR), which is commonly employed in the feature extraction process [50, 51].

Feature extraction in ECG biometrics can be categorized into two branches: handcrafted and non-handcrafted. Fiducial features, along with PLR and autocorrelation [52, 53], fall under the handcrafted approach. While fiducial features may not enjoy the same popularity as other methods currently, they have been successfully utilized in combination with a classification algorithm like support vector machine (SVM), leading to noteworthy studies [54, 55].

In addition to fiducial features, handcrafted features can be obtained using techniques such as discrete cosine transform and wavelet transform, specifically designed for ECG biometric authentication. The field of handcrafted feature extraction offers diverse approaches. For instance, Kim et al. explored the application of Shannon entropy to transform raw ECG data into an evaluatable form using decision trees. However, their experiments lacked high accuracy, and important metrics such as false match rate (FMR) and false non-match rate (FNMR) were not provided.

In a distinctive research endeavor, Li et al. proposed the utilization of graph regularization non-negative matrix factorization and sparse representations for ECG biometrics, presenting an innovative approach that sets it apart from other studies.

These various methods and approaches in handcrafted feature extraction contribute to the ongoing advancements in ECG-based biometric authentication, expanding the range of possibilities for accurate and reliable identification.
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## 4.3 Proposed Method for Time-Series Classification with Graph Neural Networks
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